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Introduction:

The future is all about “Driverless Cars”, with the availability of vehicles with blind spot detection, cars that can brake automatically to avoid collisions, parking assistance etc. The next step towards driverless cars is vehicles that can communicate. Today’s technology lets us browse Internet in vehicles, connect to our own vehicles Wi-Fi etc, which makes the thought of vehicle to vehicle communication possible. Wireless communication is the technology, which comes handy when trying to implement the proposed idea. All communication systems are vulnerable to security attacks and have implementation problems. In this paper we would like to present possible security attacks, issues of architectures along with possible solutions and available resources.

List of Security Services we are planning to explore:

- Authentication: To ensure all the communications are accurate and can’t be spoofed.
- Replay Attack: To ensure that Data transmitted is not fraudulently repeated.
- Integrity: To manage vulnerability of wireless spectrum used for communication.
- Privacy: To ensure the vehicles are not tracked by any other except, government authorized authorities.

Detailed list of problems/hypotheses we are planning to investigate:

- Detection of impersonating vehicle.
- Comprehensive study on different type of attacks on V2V communication networks.
- Limitations in Security of Communication between Vehicles.
- Comprehensive study as well as comparison of different type of algorithms implemented.

A tentative list of questions we will be seeking an answer to:

- What is V2V communication?
- What is the architecture of V2V communication?
- What are the security issues and attacks?
- What are the types of encryption algorithms?
What are the better methods to enhance present security methods?
What are the scenarios in which the security algorithms can be applied?
What are the pros and cons of current security algorithms?

Procedure used for verifying the result of investigation:

Detailed study of the available resources as well as opinions of experts in the field of security will help verifying the result of my investigation.

Tentative Time schedule:

- Oct 16-17:
  - As most of the resources are gathered we will start analysis of V2V architecture, which includes: structure, implementation, issues of implementation etc.
  - Analyzing security attacks and limitations of security.

- Nov 04-06:
  - Will learn about different encryption algorithms implemented and try to find out pros and cons of algorithms.
  - How has the algorithms evolved from the day this idea was proposed

- Nov 18-20:
  - Analyzing algorithms for different scenarios
  - Pros and cons of algorithms for different scenarios.

- Dec 02-04:
  - First draft of the research paper.
  - Come up with enhancements that can be done to current techniques.
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