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Abstract

Internet-of-Things (IoT) security is being challenged by various threats, such as cyber attack, hardware tampering attack, and malicious tool attack. Rogue users, component/system designers, or third-party tool providers could implement those attacks to sabotage the integrity and security of IoT systems. This talk will introduce methods that assure IoT security by obfuscating hardware components, the root of trust. More specifically, a dynamic state-deflection method is proposed to obfuscate gate-level designs, thwarting reverse engineering and IP piracy attacks. Further, we exploit the principle of moving target defense (MTD) to address the stealthy hardware tampering attack from FPGA design suites. Three defense lines in the proposed FPGA-oriented (FOMTD) generate configuration uncertainty to prevent hardware Trojan insertion via malicious FPGA software.
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